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[bookmark: _Hlk514274591]1		Discussion
As described in Use Case# 1 in clause 5.1.1, with the current analytics framework when PCF updates the QoS parameters the PCF cannot immediately know whether the updated QoS parameters satisfy the service experience until the PCF receives input from other functions (e.g. more service experience analytics). 
Hence with the current framework several iterations between actions made by the PCF and PCF receiving data from other NFs are required before the PCF determine the ideal QoS parameters which increases the processing load at the PCF.
This solution proposes to introduce a general framework to support a recommendation engine by encompassing prescriptive analytics. Applying prescriptive analytics (or analytics recommendation) can offload the PCF the load of such additional iterations. The NWDAF can determine itself the "optimal QoS" to satisfy specific service requirements and provide such recommendation to the PCF. 
The general architecture to support analytics recommendations is shown in the Figure below:


Figure 1: General framework to support analytics recommendations

In order to have a network with more informed decisions it is proposed to introduce a new logical function within NWDAF, a Network Automation Logical Function (NAULF), that receives a plurality of analytics (i.e., multiple analytic ID) from one or more NWDAFs or collects data directly from one or more NF(s) and determines actions/recommendations (i.e. QoS recommendations as per use case#1) that should be taken by one or more Network Functions, in order to meet Key Performance Indicators (KPIs).
The analytics architecture operates as follows:
1)	The NAULF may receive KPIs via OAM configuration or may be provided by the PCF. For use case 1 the KPI are "Service Experience" KPIs.
	The information may include on or more of the following: 
-	Recommendations Filters (e.g. for use case 1 a list of QoS Profiles to achieve a specific Service Experience)
-	Target of reporting: A target area, a (list of) UE(s), time of day
2)	The NAULF determines the analytics required to determine whether the KPIs are fulfilled, and requests from one or more NWDAFs to receive these analytics. 
3)	Each NWDAF collects data from one or more 5G Core Network Functions (e.g., AMF, SMF) and derives the analytics requested by the NAULF.
4)	The NAULF applies the received analytics from NWDAF(s) to derive another type of analytics, namely, prescriptive analytics, that describe necessary actions for correcting identified issues (i.e. service experience. The NAULF uses its prescriptive analytics engine (ML model) to identify network issues and to recommend actions for correcting these issues (i.e. QoS recommendations for Use Case #1). Typically, the issues identified by NAULF are deviations from desired KPI values.

The actions set by the NAULF may change the behavior of one or more NF (e.g. data distribution) which results in the NWDAF collecting updated behavior data from 5G NFs. Consequently, the NWDAF will derive updated analytics that will be received by the NAULF. This forms a closed-loop system allowing the NAULF to observe and evaluate if the action taken improves the performance of the system.  The NAULF evaluates continuously from the analytics received whether the actions have improved the performance of the system according to the target KPI configured by the network operator. If the target KPI has not improved the NAULF uses the prescriptive engine ML model to identify if additional actions are required. 
Further details for the solution are provided below:

2		Proposal
The following key issue is proposed.
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Table 6.0-1: Mapping of Solutions to Key Issues and Use Cases
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[bookmark: _Toc101170915][bookmark: _Toc8115][bookmark: _Toc101336981]6.x	Solution X: General Framework for supporting analytics recommendations
[bookmark: _Toc101170916][bookmark: _Toc552][bookmark: _Toc97269611][bookmark: _Toc101336982]6.x.1	Description
Editor's note:	This clause will describe the solution principles and architecture assumptions for corresponding key issue(s). Sub-clause(s) may be added to capture details.
This solution propose to introduce a general framework to support a recommendation engine by encompassing prescriptive analytics. Applying prescriptive analytics (or analytics recommendation) can offload the PCF the load of such additional iterations. The NWDAF can determine itself the "optimal QoS" to satisfy specific service requirements and provide such recommendation to the PCF. 
The general architecture to support analytics recommendations is shown in the Figure below:


Figure 6.x.1-1: General framework to support analytics recommendations

In order to have a network with more informed decisions it is proposed to introduce a new logical function within NWDAF, a Network Automation Logical Function (NAULF), that receives a plurality of analytics (i.e., multiple analytic ID) from one or more NWDAFs or collects data directly from one or more NF(s) and determines actions/recommendations (i.e. QoS recommendations as per use case#1) that should be taken by one or more Network Functions, in order to meet Key Performance Indicators (KPIs).
The analytics architecture operates as follows:
1)	The NAULF may receive KPIs via OAM configuration or may be provided by the PCF. For use case 1 the KPI are "Service Experience" KPIs.
	The information may include on or more of the following: 
-	Recommendations Filters (e.g. for use case 1 a list of QoS Profiles to achieve a specific Service Experience)
-	Target of reporting: A target area, a (list of) UE(s), time of day
2)	The NAULF determines the analytics required to determine whether the KPIs are fulfilled, and requests from one or more NWDAFs to receive these analytics. 
3)	Each NWDAF collects data from one or more 5G Core Network Functions (e.g., AMF, SMF) and derives the analytics requested by the NAULF.
4)	The NAULF applies the received analytics from NWDAF(s) to derive another type of analytics, namely, prescriptive analytics, that describe necessary actions for correcting identified issues (i.e. service experience. The NAULF uses its prescriptive analytics engine (ML model) to identify network issues and to recommend actions for correcting these issues (i.e. QoS recommendations for Use Case #1). Typically, the issues identified by NAULF are deviations from desired KPI values.

The actions set by the NAULF may change the behavior of one or more NF (e.g. data distribution) which results in the NWDAF collecting updated behavior data from 5G NFs. Consequently, the NWDAF will derive updated analytics that will be received by the NAULF. This forms a closed-loop system allowing the NAULF to observe and evaluate if the action taken improves the performance of the system.  The NAULF evaluates continuously from the analytics received whether the actions have improved the performance of the system according to the target KPI configured by the network operator. If the target KPI has not improved the NAULF uses the prescriptive engine ML model to identify if additional actions are required. 
[bookmark: _Toc157747896]6.X.2	Procedures
Editor's note:	This clause describes high-level procedures and information flows for the solution.
[bookmark: _Toc326248711][bookmark: _Toc510604409][bookmark: _Toc92875664][bookmark: _Toc93070688][bookmark: _Toc157534626]6.x.2.1	General Procedure
The following shows example procedure on how the PCF can receive QoS recommendations to support Use Case#1. The same procedure can be used for other use cases.


Figure 6.x.2.1-1 – Example actions provided by NAUF to optimise service experience for a slice

0.	The NWDAF NAULF is configured or receives a request (i.e. from the PCF) to identify risks and resolve issues for service experience 
1.	Determines the Analytics required by one or more NWDAFs according to the configuration received in step 0
Editor's Note: The exact analytics required are FFS. 
2.	Sends a request to one or more NWDAFs with the analytics required
3.	The NWDAF(s) provide the analytics requested
4.	The NWDAF NAULF may also collect ground truth data to evaluate the curernt status of the network 
5.	The NWDAF NAULF uses the analytics provided by the NWDAF and/or ground data as input data to its prescriptive engine and determines risks/issues with the network. If the NWDAF NAULF identifies that the service experience does not meet the configured KPI the NWDAF NAULF identifies the optimal QoS to support service experience.
6.	.The NWDAF NAULF sends a recommended action to the PCF
7.	The PCF may apply the recommended action
8.	The PCF indicates to the NWDAF NAULF that the recommended action was applied
9.	The NWDAF NAULF evaluates if the actions have resolved the issue by analyzing new analytics information from the NWDAFs. Steps are repeated in case NAULF identifies a new optimal QoS.
10.	Step 6 is repeated if the NWDAF NAULF determines a more optimal action.
6.x.2.2	Input Data
Editor's Note: The following input data is to support Use Case 1. Additional input data are FFS
[bookmark: _CRTable6_3_2A1]Table 6.x.2.2-1: Analytics Input data 
	Information
	Source
	Description

	Observed Service Experience Analytics
	NWDAF
	As per Clause 6.4 3GPP TS 23.288

	User Data Congestion Analytics
	NWDAF
	As per clause 6.8 of 3GPP TS 23.288

	QoS Sustainability Analytics
	NWDAF
	As per clause 6.9 of 3GPP TS 23.288

	DN Performance Analytics
	NWDAF
	As per clause 6.14 of 3GPP TS 23.288



[bookmark: _CRTable6_4_21]Table 6.x.2.2-2: Service Data from AF related to the observed service experience (as per clause 6.4.2-1 of 3GPP TS 23.288)
	Information
	Source
	Description

	Application ID
	AF
	To identify the service and support analytics per type of service (the desired level of service)

	IP filter information
	AF
	Identify a service flow of the UE for the application

	Locations of Application
	AF/NEF
	Locations of application represented by a list of DNAI(s). The NEF may map the AF-Service-Identifier information to a list of DNAI(s) when the DNAI(s) being used by the application are statically defined.

	Service Experience
	AF
	Refers to the QoE per service flow as established in the SLA and during on boarding. It can be either e.g. MOS or video MOS as specified in ITU-T P.1203.3 [11] or a customized MOS for any kind of service including those not related to video or voice.

	UE ID
	AF
	The list of UE ID(s) that are associated with the Service Experience value(s). When the AF is untrusted, GPSI(s) will be provided. When the AF is trusted SUPI(s) will be provided.

	Service Experience Contribution Weight
	AF
	The list of Service Experience Contribution Weight(s) that are associated with each of the provided UE ID(s).

	QoE metrics
	UE (via AF)
	QoE metrics observed at the UE(s). QoE metrics and measurement as described in TS 26.114 [27], TS 26.247 [28], TS 26.118 [29], TS 26.346 [30], TS 26.512 [31] or ASP specific QoE metrics in TS 26.512 [31], as agreed in the SLA with the MNO, may be used.

	Timestamp
	AF
	A time stamp associated to the Service Experience provided by the AF, mandatory if the Service Experience is provided by the ASP.

	Application Server Instance
	AF
	The IP address or FQDN of the Application Server that the UE had a communication session when the measurement was made.




[bookmark: _CRTable6_14_21][bookmark: _CRTable6_3_2A2]Table 6.x.2.2-3: Performance Data from AF (as per clause 6.14.2-1 of 3GPP TS 23.288)
	Information
	Source
	Description

	UE identifier
	AF
	IP address of the UE at the time the measurements was made.

	UE location
	AF
	The location of the UE when the performance measurement was made.

	Application ID
	AF
	To identify the service and support analytics per type of service (the desired level of service).

	IP filter information
	AF
	Identify a service flow of the UE for the application.

	Locations of Application
	AF/NEF
	Locations of application represented by a list of DNAI(s). The NEF may map the AF-Service-Identifier information to a list of DNAI(s) when the DNAI(s) being used by the application are statically defined.

	Application Server Instance address
	AF/NEF
	The IP address/FQDN of the Application Server that the UE had a communication session when the measurement was made.

	UL/DL Performance Data
	AF
	The performance associated with the communication session of the UE with an Application Server that includes: UL/DL Average/Maximum Packet Delay, UL/DL Average/Maximum Loss Rate and UL/DL Average/Minimum/Maximum Throughput.

	Timestamp
	AF
	A time stamp associated to the Performance Data provided by the AF.



[bookmark: _CRTable6_4_22]Table 6.x.2.2-4: QoS flow level Network Data from 5GC NF related to the QoS profile assigned for a particular service (identified by an Application Id or IP filter information) (as per clause 6.4.2-2 of 3GPP TS 23.288(
	Information
	Source
	Description

	Timestamp
	5GC NF
	A time stamp associated with the collected information.

	Location
	AMF
	The UE location information, e.g. cell ID or TAI.

	Finer granularity location (1...max)
	GMLC
	UE positions.

	....>UE location
	
	GAD shape or location coordinates (see TS 23.032 [34]).

	....>Timestamp
	
	A time stamp when the location was measured.

	....>LCS QoS
	
	The accuracy of the measurement.

	UE ID
	AMF
	(list of) SUPI(s). If UE IDs are not provided as Target of Analytics Reporting for slice service experience, AMF returns the UE IDs matching the AMF event filters.

	DNN
	SMF
	DNN for the PDU Session which contains the QoS flow.

	S-NSSAI
	SMF
	S-NSSAI for the PDU Session which contains the QoS flow.

	Application ID
	SMF
	Used by NWDAF to identify the application service provider and application for the QoS flow.

	DNAI
	SMF
	Identifies the access to DN to which the PDN session connects.

	PDU Session type
	SMF
	Type of the PDU Session.

	SSC Mode
	SMF
	SSC Mode selected for the PDU Session.

	Access Type
	SMF
	List of Access Type(s) used for the PDU Session.

	IP filter information
	SMF
	Provided by the SMF, which is used by NWDAF to identify the service data flow for policy control and/or differentiated charging for the QoS flow.

	QFI
	SMF
	QoS Flow Identifier.

	QoS flow Bit Rate
	UPF
	The observed bit rate for UL direction; and
The observed bit rate for DL direction.

	QoS flow Packet Delay
	UPF
	The observed Packet delay for UL direction; and
The observed Packet delay for the DL direction.

	Packet transmission
	UPF
	The observed number of packet transmission.

	Packet retransmission
	UPF or AF
	The observed number of packet retransmission.




6.x.2.3	Output Data
Editor's note:	The following output data is to support Use Case 1. Additional output data are FFS..
[bookmark: _CRTable6_4_31]Table 6.x.2.3-1: Recommendations for Service Experience
	Information
	Description

	Application service experiences (0..max)
	List of observed service experience information for each Application.

	> KPI profile
	Configured KPI profile (e.g. Service Experience KPI).

	> Application ID
	Identification of the Application.

	> QoS Profile
	Optimal QoS profile for configured KPI profile



[bookmark: _Toc157747897]6.X.3	Impacts on services, entities and interfaces
Editor's note:	This clause captures impacts on existing services, entities and interfaces.
NWDAF supporting prescriptive analytics engine.



******************************** End of change *******************************
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